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# Challenge Summary

Challenge summary that explains the idea of the challenge, vulnerability exploited, etc.

Example:

The challenge shows a Flask web application that uses JWT for authentication. The JWT is configured with weak password that can be cracked. Upon cracking the JWT, it is possible to forge a JWT with malicious input that is being interpreted by the web application which is vulnerable to SSTI due to the imporoper neutralization of user-input. SSTI can be exploited to achieve RCE and read the flag.

## Learning Outcomes

Bulleted list of outcomes that a player should learn after solving the challenge.

Example:

* Offline cracking JWT and forging tokens
* Source code review
* Exploiting Server-side Template Injection (SSTI)

# Solution

Detailed steps showing the intended solution for the challenge. In case a challenge offers multiple solutions, all solutions should be included.
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